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  MONTHLY SYSTEM HINTS NEWSLETTER 
 
The Honeywell Information, News and Tips (HINTS) monthly newsletter covers timely issues ranging from Honeywell 

Users Group and cybersecurity, to Priority Notifications, product releases and updates and more. 

 

To access and subscribe to HINTS newsletter go to  

https://process.honeywell.com/us/en/support/support-newsletters 

where you can consult previous releases and be notified about latest publication (after you are subscribed to). 
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Honeywell Users Group (HUG) registration opens August 15. 

 

 

BEFORE you register for the 2025 Honeywell Users Group (HUG) EMEA conference, please check if 

your company has a valid Honeywell Process Solutions SESP – Training Match Fund (TMF), or an 

A360 contract containing HUG passes. 

 

If so, you will need to contact your Honeywell account manager first, to verify if your contracted funds 

can be used.  

 

If this is the case your Honeywell account manager will arrange personalized discount codes for 

you/your peers, for use on the HUG registration payment page.  

 

In all other cases, the HUG conference registration fee requires payment by credit card. 

 

See the 2025 Honeywell Users Group (HUG) EMEA conference webpages. 

 

We look forward seeing you there!  

 

Warm regards, 

The HUG organizational team.  

 

 

 

https://nam12.safelinks.protection.outlook.com/?url=https%3A%2F%2Fautomation.honeywell.com%2Fus%2Fen%2Fabout-us%2Fhoneywell-users-group%2Fregister&data=05%7C02%7CJerome.Duran%40Honeywell.com%7C077b13754123402eeb3e08ddbee2fc71%7C96ece5269c7d48b08daf8b93c90a5d18%7C0%7C0%7C638876604336359894%7CUnknown%7CTWFpbGZsb3d8eyJFbXB0eU1hcGkiOnRydWUsIlYiOiIwLjAuMDAwMCIsIlAiOiJXaW4zMiIsIkFOIjoiTWFpbCIsIldUIjoyfQ%3D%3D%7C0%7C%7C%7C&sdata=0cH271uy7oSkMJc8ocdoEuIs%2BawA9ELuqKl9Cd%2BZocc%3D&reserved=0
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QCS Digital Catalog: Your Gateway to Easy Ordering 

 

Dear Valued Customers, 

We are thrilled to announce you can now directly access our comprehensive QCS Digital Catalog. 

This feature allows you to browse products, check pricing and availability, and place orders directly 

through our website. 

On our website, under Products, navigate to Control & Supervisory Systems then to Quality Control 

Systems (QCS) to begin exploring all the catalog has to offer. Find product information, part 

numbers, documents, and more.  

You can also apply your P1, P2, and Parts Replacement entitlements to your online orders, making 

the process seamless and efficient. 

If you need to register for an account to place orders online, simply register here.  

Contact for Training & Online Assistance: HPSDigital@Honeywell.com   

Thank you for choosing us for your product needs. We look forward to serving you better with our QCS 
Digital Catalog. 

Sincerely, 

Global eCommerce Team 

https://process.honeywell.com/us/en/products/control-and-supervisory-systems/quality-control-systems-qcs
https://process.honeywell.com/us/en/home
https://process.honeywell.com/us/en/my-hps/register
mailto:HPSDigital@Honeywell.com
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Global Honeywell Academy Training Solutions 

 

July 2025 

Welcome to the July edition of “Global Honeywell Academy Training Solutions”. 

As always, we are excited to share the latest updates, insights, and innovations from Honeywell that 

we believe will add value to you. 

 

As always, our goal is to provide you with the most current and relevant information to help you stay 

ahead in your field. This month's edition is packed with exciting content tailored to keep you 

informed and inspired.  

 

Below, you will find the latest updates: 

 
1. Exciting Update: SESP Customers Can Now Use Training Match Funds for Certification 

Programs! 

 

We are thrilled to announce a significant update that will benefit our SESP customers. Effective 

immediately, SESP customers can now utilize their Training Match funds to purchase certification 

programs. This new development creates a great opportunity for clients to enhance their skills to 

make the workforce more competent and advance their careers through our certification offerings 

to prepare for future challenges. 

 

Customers can contact respective account managers for more understanding on how to take 

advantage of this new benefit. If you have any questions or need further information, feel free to 

reach out to the regional contacts. 
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We are pleased to invite you to watch a brief video on Honeywell Automation Certification (HAC) 

Program. This video provides an overview of the program and its benefits. You can view it by 

clicking the link below: 

Honeywell Automation Certification (HAC) Program 

 

Don't miss out on this chance to elevate your career and enhance your professional skills. Start 

enrolling in the Honeywell Automation Certification Program today! 

 

2. Enhance Your Skills with Our New Experion PKS Training Courses! 

 

We are happy to announce the launch of our latest training course, "Experion PKS: Fundamentals – 

Control Hive Implementation (EXP-1026)." This comprehensive course is designed to provides 

participants with a full understanding of both the hardware and software facets of the Experion 

PKS Control HIVE & IO HIVE. Participants will learn the network considerations, smart assignment 

tool, import/export and checkpoint operations for Control HIVE. This course includes extensive 

hands-on lab exercises where participants will build and configure an IO HIVE, Control HIVE and 

CN100 as controller. Also, participants will learn to use IO HIVE channels in the traditional 

PCNT02/PCNT05 controller. 

 

In addition to this new offering, we are also pleased to inform you about two upcoming courses that 

will further enhance your expertise: 

1. Experion PKS: Fundamentals - ELCN Implementation (EXP-1031) 

2. Experion PKS: Advanced - EHPM/EHPMx Implementation (EXP-1032) 

 

We will share additional information soon. 

 

Don't miss this opportunity to stay ahead in your field. Enroll now and take the next step in your 

professional development with our expert-led training courses. 

 

3. Honeywell Cyber Insights and Secured Media Exchange (SMX) courses available with monthly 

schedule 

 

We are happy to announce that, following training courses on Honeywell’s innovative products and 

solutions are now available in VILT (Virtual Instructor-Led Mode) on monthly basis 

 

➢ OTCS-3001-VILT – Honeywell Cyber Insights User and Maintenance training 

➢ OTCS-3002-VILT – Honey well SMX User and Maintenance 

 

In addition following course is also available in AT (Asynchronous) mode / Self-paced mode as well: 

  

➢ OTCS-3002-AT – Honey well SMX User and Maintenance 

 

https://share.vidyard.com/watch/YfhgHhPiLYC1XxZrcBWTk5?
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These courses have extensive hands-on practice labs which provides unique practical experience 

for the participant to learn about these products / solutions. 

 

 

Thank you for being a part of our community, and we look forward to your feedback and engagement. 

 

For any additional information or any specific inquiries, do not hesitate to reach out to your account 

manager directly or write to the regional contacts below. 

 

Regional Contacts: 

- APAC Pole Leader: Mini Goyal - Mini.Goyal@Honeywell.com  

- EMEA Pole Leader: Joao Mestre - Joao.Mestre@Honeywell.com  

- AMER Pole Leader: Nerio Gutierrez - Nerio.Gutierrez@Honeywell.com  

 

For any inquiry or additional information regarding Cybersecurity Trainings 

-Cybersecurity Trainings Leader: Rajan Patil - Rajan.Patil2@honeywell.com  or 

Cybersecurity.Trainings@Honeywell.com  

 

We are committed to addressing any inquiries you may have and ensuring a smooth integration of our 

innovative solution into your business operations. 

 

Warm regards, 

Honeywell Academy 
 

 

 

 

 

 

 

mailto:Mini.Goyal@Honeywell.com
mailto:Joao.Mestre@Honeywell.com
mailto:Nerio.Gutierrez@Honeywell.com
mailto:Rajan.Patil2@honeywell.com
mailto:Cybersecurity.Trainings@Honeywell.com
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PRODUCTS HIGHLIGHTS 
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Innovative Software & Service Subscription Package Announcement 

Honeywell is pleased to announce the launch of its innovative software and services subscription 

package. This package will enable us to deliver sustained customer outcomes by providing innovative 

software and value-added services that allow customers to optimize the value they receive from their 

software investments.   

Currently, customers invest in software and a variety of adoption services, such as installation and 

training, and begin to derive value from the application. Initial adoption challenges emerge as 

personnel and system changes occur. As time passes, on-site personnel build system expertise, and 

new features are requested based on system usage. However, as new features are released, upgrades 

are frequently delayed due to budgetary reasons. Additionally, on-site experts often transition to new 

roles, resulting in knowledge erosion.   

By shifting to this new subscription-based approach, we will now be at the forefront of helping 

customers:   

• Scale usage based on their evolving business needs    

• Offer continuous upgrades and updates to our latest offerings without the disruption of 

traditional upgrade cycles   

• Increase faster time-to-value and simplify access to phase one products   

• Lower upfront costs with predictable, recurring pricing   

• Provide customers with our expert support and tailored customer service   

    

The subscription packages officially launched, include:    

• Alarm Management    

• Operations Management    

• Process History Database (PHD)    

• Advanced Process Control (APC)    

• Asset Performance Management (APM)    

    

These offerings are available now, unlocking sustained outcomes through software and services that 

evolve in response to our customers’ needs. For more information, please contact your Account 

Manager.  
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Experion Network Manager R101.1 – Release Announcement 

 

Honeywell has launched Experion Network Manager R101.1. Experion Network Manager (ENM) is an 

advanced on-premises solution from Honeywell, designed to enhance Fault Tolerant Ethernet (FTE) 

network management and reduce the risk of down-time by ensuring optimal networking performance 

and minimizing the risks of Loss of View (LOV) and Loss of Control (LOC) due to network 

misconfigurations. ENM provides a centralized platform to manage your network within Experion 

systems, saving you valuable time and simplifying complex configurations.  

Initial R101 release includes visualization of the network, basic monitoring functions for scanning 

and validation of configuration baselines. Future releases will further strengthen management 

capabilities for network components by adding advanced capabilities in terms of configurations and 

management of FTE.  

 

 

 



 
 

PAGE 11 -SYSTEM HINTS NEWSLETTER JULY 25 
 

ENM R101.1 Key Features include: 

• Traceability: Provides comprehensive tracking for FTE network and device connections. 

• Visualization: Offers detailed visualization of network connections and switch port association 

for connected devices. 

• Compliance: Ensures adherence to critical switch configurations, dynamically learns the 

device type connected to the switch, and validates the required settings based on Experion 

User Configuration. 

• Troubleshooting: Assists in network troubleshooting. 

 

Function examples:  

• Detect and report the FTE Cross cable connections (both edge devices and uplinks). 

• Checks for the required Spanning-tree priorities and instances, Access Control Lists 

(ACLs) and Quality of Service (QoS) policies. 

• Scan and validates the connected device type and checks for interface speed/duplex 

correctness, the system compatibility with the Honeywell qualified IOS and other security 

settings. 
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OneWireless R331.1 Release announcement 

Honeywell has launched the OneWireless R331.1 release. Honeywell OneWireless remains to be 

second-to-none industrial wireless infrastructure while being able to manage multi-protocol and 

multi-standard systems to fit into the different customer infrastructure requirements.  

 Key Features added in this release: 

• Support for 3rd party LoRaWAN Gateway and Device integration 
o Kona LoRaWAN Gateway for C1D1 area 
o MultiTech LoRaWAN Gateway  

• Cisco LoRaWAN Gateway TimeSync over NTP  
• PCAP Replacement 

o Cisco IW9167EH-x-HZ integration with Field Device Access Point Gen 3 (FDAP32) 
• Security Improvements  
• Product Quality Improvements 
 

 

Important note to customers: As per the recent finding of Operating System Vulnerability issue, RTLS 

Product removed from Sales and CDA security issue, the OneWireless releases below were removed 

from sale and support. “Planned patches” column shows the supported releases from now on, 

Honeywell recommends migrating all systems to R331.1 and R322.5 once it is available. 

Releases to be 

removed 
Remarks 

Planned 

Patches 

Planned 

Date 

R310.3 This release will stop being supported, 

there is no more support for 32-bit 

Operating System. 

No 

Support 

NA 

R323.1 RTLS Support Removed. This release was 

specific to RTLS features. 

No Patch 

required 

NA 

R322.1, R322.2, 

R322.3, R322.4 

Operating System Vulnerability + CDA 

security Issue 
R322.5 

End of 

Aug 2025 

R330.1, R330.2, 

R330.3 

Operating System Vulnerability + CDA 

security Issue 
R331.1 

End of 

June 2025 
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Safety Management Systems R213.2 

 

Safety management Systems release R213.2 has been released and is available for shipment. 

 

Safety Management Systems R213.2 is common software platform for Safety Manager and Safety 

Manager SC systems. Safety Management Systems R213.2 contains the following components: 

  

Software component Functionality Version 

Safety Builder 
Engineering and maintenance 

software 
213.2 

Safety Manager SC controller & 

IO  

Firmware for Safety Manager SC 

platform 
213.2 

Safety Manager controller & IO  Firmware for Safety Manager platform 164.2 

 

Current users of Safety Manager SC are advised to upgrade to R213.2 or at least use a supported 

software version. The status of the various Safety Manager software releases is available in the Safety 

System Software Support Guidelines. This document can be found at the Honeywell Process 

Solutions support portal: https://process.honeywell.com/us/en/home (sign in is required). 

 

For questions or more details on Safety Management Systems R213.2 please contact your Honeywell 
local account manager. 

  

https://process.honeywell.com/us/en/home
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Experion PKS Platform Announcements 

 

End of Sale Announcement – MZ-PCIS02 Ruggedized Server 
The Dell PowerEdge XR11 has transitioned to End of Sale status effectively immediately. The 
following model numbers are impacted by this transition: 
 

Model Number Description 

MZ-PCIS02 SERVER HW DELL XR11 PERF RACK TPM 

 
 
Honeywell is evaluating options for a replacement server platform with marine type approval, with an 
expected release date in Q4 2025. 
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New Honeywell Service Can Help Strengthen Your OT Cybersecurity: The 

Honeywell OT SOC, available, June 2025.  

Honeywell announces the release of the Honeywell Operational Technology Security Operations 
Center (OT SOC), which is an evolution of Honeywell’s Advanced Monitoring and Incident Response 
service.  
The AMIR service will continue to provide the robust 24/7 monitoring and response coordination 
capabilities customers rely on. The new Honeywell OT-SOC is designed for clients seeking an even 
more comprehensive solution, building upon our proven AMIR foundation.   
 
What makes the Honeywell OT SOC different?   
The primary enhancement is the integration of on-site incident management and recovery. This 
means:   

• Hands-On Support: Specialized Honeywell personnel available on-site to assist with 
incident recovery and remediation, helping to minimize downtime and restore operations 
faster.   
• Comprehensive Incident Lifecycle Management: From preparation (playbooks, drills) 
through detection, containment, eradication, and post-incident analysis, now with on-site 
coordination.   
•  

What do customers get with the Honeywell OT SOC?  
• 24/7 x365 specialized OT monitoring solution  

o Agnostic and agentless proprietary technology.  
o Hundreds of OT/ICS Data Sources unique to OT environments.  

• OT specific detection capabilities  
o Hundreds of proprietary behavioural rules built specifically for OT.  
o Detection rules fine tuning for better detection & reduced alert fatigue.  
o Dedicated and curated Threat Intelligence.  
o Specialized personnel trained to understand the systems, plant processes and 
human behaviour.  

• 24/7 x365 available teams for Incident Response & Disaster Recovery  
o Remotely provided by the AMIR Team (OT-MDR).  
o On Premise provided by the OT SOC specialized personnel for recovery and 
remediation efforts.  

• Governance  
o Monthly governance meetings for performance reporting, service improvement, 
planning & testing. 
o Customer feature request consideration based on their needs.  

• Preparation  
o Continuous performance measurement.  
o Tabletop exercise for incident readiness and minimization of potential impact  
o “Network effect” with cross-site/cross-customer visibility enables continuous 
learning and improvement  

• Compliance  
o Regulations & cybersecurity frameworks revolve around the concepts of 
“Identify, Protect, Detect, Respond, and Recover” which all are core functionalities 
within the Honeywell OT SOC.  
o Service provided by a certified ISO 20000-1 & 27001 MSSP  
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The Honeywell OT SOC platform is built for growth. Beyond the first release, we are already planning 
even more features to further enhance its capabilities, including:   
 

• Manual & automated Governance Risk & Compliance (GRC) checks   

• A SOC2 certified Virtual Private Cloud with regional redundancy   

• Advanced threat intelligence and predictive analytics, including IT SOC integration for a 
holistic risk view and remediation   

• More advanced threat identification capabilities leveraging new Honeywell Cyber 
Proactive Defense software to help identify cyber threats early    

• Dedicated Threat Hunting T3 Analysts for customer accounts   

• Automated remediation reporting for streamlined insights   

• Native integration with more Honeywell security solutions (like SMX Cyber & Predictive 
Capabilities)   

• A refreshed OT-SOC dashboard for enhanced user experience   

• Forensics capabilities for in-dept investigation   

• ISO 22301 certification for enhanced business continuity management   
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To Help Customers Enhance Cybersecurity, Honeywell Cyber Insights is Being 

Added to Managed Security Services Contracts 

As cyber threats continue to evolve and OT environments are being specifically targeted around the 

world, more needs to be done to help ensure OT networks are protected1. To help strengthen our 

customer’s cybersecurity defenses and enhance their cyber posture, Honeywell is announcing an 

important enhancement to our Managed Security Services (MSS).   Effective on renewal, all MSS 

contracts will now include Honeywell Cyber Insights. 

What is Honeywell Cyber Insights? 

Honeywell Cyber Insights is a powerful cybersecurity solution designed to provide comprehensive 

visibility and proactive asset and threat detection. 

By integrating Cyber Insights with the existing MSS offering, customers gain access to: 

• Advanced Analytics: a deeper understanding of their security landscape. 

• Real-time Monitoring: continuous oversight of their critical assets. 

• Actionable Intelligence: practical insights to more effectively mitigate risks effectively. 

•  

This value-added component will enhance customers security by identifying vulnerabilities, 

mitigating risks, and helping to ensure compliance with industry standards, ultimately providing 

customers with a clearer view into their cyber threat landscape. 

What's included in the automatic upgrade? 

The renewed 2025 contract will now include: 

• A software appliance license for up to 50 assets. 

• Installation and configuration on a single switch. 

• Ongoing support, including software and threat intelligence feed updates. 

Should a hardware component be necessary for environments where a virtual setup isn't available, it 

will also be delivered and is included in the standard pricing. 

We believe Cyber Insights will be an invaluable addition to customers’ cybersecurity defenses, 

providing them with enhanced protection and peace of mind. 

 

1 Various CISA Cybersecurity Alerts, US Government, 2025  
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SUPPORT CYCLE 
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Alarm Configuration Manager (ACM) End Of  Life 

 

After careful analysis, we have decided to extend support for ACM by 12 months. With this extension, 

ACM Phased-Out Support will begin December 31, 2026. All support ends December 31, 2027. 

This decision is aimed at helping customers successfully migrate from ACM to APO by December 31, 

2027. 

Important Dates: 

• December 31, 2025: End of Sale  

• December 31, 2026: Beginning of Phased-Out Support  

• December 31, 2027: End of Support 

 

Key Terms:  

• End of Sale: No new ACM sales will be made from this point   

• Phased-Out Support: Limited TAC Support, commercially reasonable effort support, No new 

enhancements will be made to the product  

• End of Support: No TAC Support, No defect fixes, No development 

 

We look forward to continuing to provide you with industry-leading alarm management solutions. If 

you have any questions, please contact your Honeywell Aftermarket Services Manager. 
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Product Revisions and Support Status 

Supported Standard Software 

Products 

Patch/Update Support 

Status 

Initial 

Functional 

release  

Software Product  

Category 

Advanced Formula Manager R206 Supported   Standalone Software 

Control Performance Analytics 
R111x 

R111.1 Current 2020-04 Standalone Software 

Control Performance Monitor R60x R603.2 Supported 2021-08 Standalone Software 

Control Performance Monitor R60x R603.1 Supported 2020-10 Standalone Software 

Control Performance Monitor R60x R602.5 Supported 2020-02 Standalone Software 

Control Performance Monitor R60x R603.2 Supported 2022-10 Standalone Software 

Control Performance Monitor R60x R610.1 Supported 2022-06 Standalone Software 

Control Performance Monitor R60x R610.2 Supported 2023-06 Standalone Software 

Control Performance Monitor R60x R611.1 Current 2024-05 Standalone Software 

ControlEdge 2020 R15x R151.1 Supported 2018-11 Standalone Software 

ControlEdge 2020 R16x R161.1 Supported 2020-04 Standalone Software 

ControlEdge 2020 R16x R160.2 Supported 2019-12 Standalone Software 

ControlEdge 2020 R17x R170.1 Supported 2021-04 Standalone Software 

ControlEdge 2020 R17x R171.1 Supported 2021-09 Standalone Software 

ControlEdge 2020 R17x R172.1 Supported 2022-03 Standalone Software 

ControlEdge 2020 R17x R174.1 Supported 2022-12 Standalone Software 

ControlEdge 2020 R17x R174.3 Supported 2023-06 Standalone Software 

ControlEdge 2020 R18x R180 Supported 2023-12 Standalone Software 

ControlEdge 2020 R18x R180.2 Supported 2024-07 Standalone Software 

ControlEdge 2020 R18x R181 Current  2024-11 Standalone Software 

ControlEdge HC900 R60x R600.1 Supported 2014-04 Standalone Software 

ControlEdge HC900 R62x R620.1 Supported 2016-09 Standalone Software 

ControlEdge HC900 R63x R630 Supported 2017-04 Standalone Software 

ControlEdge HC900 R65x R650 Supported 2018-06 Standalone Software 

ControlEdge HC900 R66x R660.2 Supported 2018-12 Standalone Software 

ControlEdge HC900 R70x R700.1 Supported 2020-07 Standalone Software 

ControlEdge HC900 R71x R710.1 Supported 2021-04 Standalone Software 

ControlEdge HC900 R72x R720.1 Supported 2021-06 Standalone Software 

ControlEdge HC900 R73x R730.1 Current 2022-02 Standalone Software 

ControlEdge PLC R15x R152.1 Supported 2019-04 Standalone Software 

ControlEdge PLC R15x R151.1 Supported 2018-11 Standalone Software 

ControlEdge PLC R16x R161.1 Supported 2020-04 Standalone Software 

ControlEdge PLC R16x R160.2 Supported 2019-12 Standalone Software 

ControlEdge PLC R17x R170.1 Supported 2021-04 Standalone Software 

ControlEdge PLC R17x R171.1 Supported 2021-09 Standalone Software 

ControlEdge PLC R17x R172.1 Supported 2022-03 Standalone Software 

ControlEdge PLC R17x R174.1 Current     
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Cyber App Control R400 R400.1 Supported 2022-05 Standalone Software 

Cyber App Control R401 R401.1 Supported 2023-07 Standalone Software 

Cyber App Control R410 R410.1 Current 2024-08 Standalone Software 

Cyber Insights R100 R100.1 Current 2023-07 Standalone Software 

DVM R700 DVM R700 Supported 2019-07 System Software 

DVM R710 DVM R710 Supported 2021-09 System Software 

DVM R800 DVM R800 Current 2023-09 System Software 

Honeywell Alarm Management | 
Alerts & Notifications (A&N) R321 
(previously known as Dynamo User 
Alert) 

UA R321.2 Supported 2013-10 Standalone Software 

Honeywell Alarm Management | 
Documentation R321 (Previously 
known as Dynamo Alarm 
Configuration Manager or 
Documentation & Enforcement) 

ACM R321.12 Supported 2016-05 Standalone Software 

DynAMo Operations Logbook (DOL) 
R246.x 

R246.2 Current 2023-01 Standalone Software 

DynAMo Operations Logbook (DOL) 
R24x 

R240.1 Supported 2020-04 Standalone Software 

DynAMo Operations Monitoring 
(DOM) R246.x 

R246.2 Current 2023-01 Standalone Software 

DynAMo Operations Monitoring 
(DOM) R24x 

R240.1 Supported 2020-04 Standalone Software 

Enabled Services (Unified Data 
Collector R130) 

R130.1 Supported 2022-09 SaaS Offering 

Enabled Services (Unified Data 
Collector R150) 

R150.2 Current 2024-10 SaaS Offering 

Experion Backup and Restore R52x   Current 2021-12 Software Package 

Experion HS R520 R520.1 Current 2022-04 System Software 

Experion LX R520 R520.1 Current 2022-03 System Software 

Experion MX CDMV Controls R720 R720.1 Current 2023-08 Software Package 

Experion MX MDMV Controls R720 R720.1 Current 2023-08 Software Package 

Experion MX R720 R720.1 Supported 2023-06 System Software 

Experion MX R720 R720.2 Current 2023-06 System Software 

Experion PKS R52x R520.2 Supported 2021-08 System Software 

Experion PKS R53x R530 Current 2024-03 System Software 

Fail Safe Controller R80x R801.5 Current 2014-10 System Software 

Field Device Manager R52x R520.1 Supported 2022-11 Standalone Software 

Field Device Manager R52x R520.2 Supported 2023-01 Standalone Software 

Field Device Manager R52x R520.1 U1 Supported 2022-11 Standalone Software 

Field Device Manager R52x R520.2 U1 Supported 2023-01 Standalone Software 

Field Device Manager R52x R521.1 Supported 2023-08 Standalone Software 

Field Device Manager R52x R521.1 U1 Supported 2024-08 Standalone Software 

Field Device Manager R53x R530.1 Supported 2024-05 Standalone Software 
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Field Device Manager R53x R530.1 U1 Supported 2024-06 Standalone Software 

Field Device Manager R53x R530.1 U2 Supported 2024-12 Standalone Software 

Field Device Manager R54x R540.1 Current 2025-01 Standalone Software 

Forge Blending and Movement 
R520.y 

R520.2 Supported 2021-08 Software Package 

Forge Cybersecurity Suite-Enterprise 
Core and Premium 

R204.1 Current 2021-06 Standalone Software 

Forge Cybersecurity Suite-Enterprise 
Core and Premium 

R203.1 Supported 2021-02 Standalone Software 

Forge Cybersecurity Suite-Site R204.1 Current 2021-06 Standalone Software 

Forge Cybersecurity Suite-Site R203.1 Supported 2021-02 Standalone Software 

Honeywell Alarm Management | 
Alarm Performance Optimizer 
R1.1.0 

R1.x.y Supported 2021-10 Standalone Software 

Honeywell Alarm Management | 
Alarm Performance Optimizer 
R2.0.0 

R2.x.y Current 2024-08 Standalone Software 

Honeywell Alarm Management | 
Reporting R2.2.x  
(Formerly DynAMo Metrics and 
Reporting) 

R2.2.x Supported 2022-07 Standalone Software 

Honeywell Alarm Management| 
Reporting R2.3.x  
(Formerly DynAMo Metrics and 
Reporting) 

R2.3.x Current 2025-03 Standalone Software 

Honeywell Blending and Movement 
R530.y 

R530.2 Current 2024-01 Software Package 

Honeywell Forge Inspection Rounds R8.4 Current 2021-11 Standalone Software 

Honeywell Forge Inspection Rounds R7.6 Supported 2020-07 Standalone Software 

Honeywell Forge Workforce 
Competency 

R520.1 Supported 2021-09 Standalone Software 

Honeywell Forge Workforce 
Competency 

R521.1 Supported 2022-10 Standalone Software 

Honeywell Trace R140 R140.1 Supported 2020-06 Standalone Software 

Honeywell Trace R150 150,3 Supported 2021-07 Standalone Software 

Honeywell Trace R160 160,1 Supported 2023-09 Standalone Software 

Honeywell Trace R160 160,2 Current 2024-03 Standalone Software 

Honeywell Trace R160 160,3 Current 2024-09   

Honeywell Workforce Competency R530.1 Current 2024-07 Standalone Software 

Immersive Competency R100.1 Current 2018-07 Standalone Software 

Integrated Automation Assessment 
R15x 

R150.1 Supported 2018-02 Standalone Software 

Integrated Automation Assessment 
R16x 

R160.1 Supported 2019-12 Standalone Software 

Integrated Automation Assessment 
R17x 

R170.3 Current 2020-09 Standalone Software 

MetalsMaster R137.2 Supported 2022-09 System Software 
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MetalsMaster R140.1 Current 2024-02 System Software 

MXProLine R70x R704.3 Supported 2022-07 System Software 

MXProLine R720 R720.2 Current 2023-06 System Software 

Operations Safety Advisor R100.x                                                   R100.0 Current 2020-08 SaaS Offering 

OptiVision R6.1.0x R6.1.0.1 Supported 2022-10 Software Package 

OptiVision R6.2.0x R6.2.0.1 Supported 2023-12 Software Package 

OptiVision R600x R600.2 Supported 2019-10 Software Package 

PlantCruise R520 R520.1 Current 2022-03 System Software 

PMD R92x R920.1 Supported 2021-09 System Software 

PMD R92x R920.2 Supported 2023-07 System Software 

PMD R92x R920.3 Current 2024-07 System Software 

PMD R93x R930.1 Current 2025-04 System Software 

Predict-Amine  R4.0 Supported 2017-09 Standalone Software 

Predict-Crude R2.0 Supported 2015-09 Standalone Software 

Predict-O&G R7.1 Supported 2018-09 Standalone Software 

Predict-Pipe R5.0 Supported 2018-12 Standalone Software 

Predict-RT R140 Supported 2019-06 Standalone Software 

Predict-SA R2.0 Supported 2014-12 Standalone Software 

Predict-SW (Sour Water) R4.0 Supported 2018-12 Standalone Software 

Procedure Analyst R41x R410.0 Supported 2013-01 Standalone Software 

Procedure Analyst R43x R430.1 Supported 2015-06 Standalone Software 

Procedure Analyst R50x R500.2 Supported 2017-03 Standalone Software 

Procedure Analyst R51x R511.1 Patch 
1 

Current 2020-09 Stadalone Software on 
Experion PKS Media 

Process Safety Analyzer R200 R201.3 Supported 2020-01 Standalone Software 

Process Safety Analyzer R210 2.1.x Supported 2022-09 Standalone Software 

Process Safety Analyzer R2.2.0 2.2.x Current 2025-03 Standalone Software 

Process Safety Workbench v5.0.2.x v5.0.2.1 Current 2023-02 SaaS Offering / Standalone 
SW 

Profit Blending and Movement 
R501.y 

R501.3 Supported 2018-05 Software Package 

Profit Blending and Movement 
R510.y 

R510.4 Supported 2019-09 Software Package 

Profit Suit R50x R502.1 Supported 2019-12 Standalone Software 

Profit Suit R51x R511.1 Supported 2021-08 Standalone Software 

Profit Suit R51x R510.1 Supported 2020-07 Standalone Software 

Profit Suit R51x R511.1 Supported 2021-07 Standalone Software 

Profit Suit R51x R512.1 Supported 2022-07 Standalone Software 

Profit Suit R51x R513.1 Current 2023-07 Standalone Software 

QCS SE R120.1 Supported 2024-02 System Software 

QCS SE R200.1 Current 2024-12 System Software 

Quality OptiMiser  R550x R550.2 Supported 2014-12 Standalone Software 

Quality OptiMiser  R560x R560.1 Supported 2017-11 Standalone Software 

Quality OptiMiser  R560x R560.3 Current 2023-10 Standalone Software 
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Safety Historian R20x R202.1 Current 2014-03 System Software 

Safety Management Systems R213 R213.1 Current 2024-01 System Software 

Safety Manager R15x R154.6 Supported 2012-04 System Software 

Safety Manager R16x R162.13a Current 2014-10 System Software 

Safety Manager SC R211 R211.2 Supported 2021-08 System Software 

Safety Manager SC R212 R212.1 Supported 2023-01 System Software 

Secure Media Exchange (SMX) 202,12 Current 2017-08 Standalone Software 

Secure Media Exchange (SMX) + 
GARD  

R203.2 Current 2025-01 Standalone Software 

Socrates R10.0 Supported 2019-03 Standalone Software 

Symphonite Integration and 
Analytics R200x 

R200.2 Supported 2017-07 Standalone Software 

Symphonite Integration and 
Analytics R201x 

R201.2 Current 2020-01 Standalone Software 

 Production Accounting & 
Reconciliation  

R212.2 Current 2023-12 Standalone Software 

 Production Accounting & 
Reconciliation 

R210.1 Current 2019-02 Standalone Software 

 Production Accounting & 
Reconciliation 

R201.2 Supported 2015-08 Standalone Software 

System Inventory Tool R23x R230.3 Supported 2018-05 Standalone Software 

System Inventory Tool R23x R230.2 Supported 2018-05 Standalone Software 

System Inventory Tool R23x R230.1 Supported 2018-05 Standalone Software 

System Inventory Tool R30x R300.1 Current 2019-09 Standalone Software 

Taiji PID 310x R310.1 Supported 2016-01 Standalone Software 

Taiji PID 320x R321.1 Current 2023-06 Standalone Software 

Taiji PID 320x R320.1 Supported 2021-04 Standalone Software 

TCMI R10x R100.8 Current 2017-11 System Software 

TPN R688.x R688.7 Supported 2019-01 System Software 

TPN R690.x R690.4 Current 2024-04 System Software 

Uniformance Asset Sentinel R53x R531.4 Supported 2021-04 Standalone Software 

Uniformance Asset Sentinel R53x R532 Supported 2021-09 Standalone Software 

Uniformance Asset Sentinel R53x R532.4 Supported 2022-07 Standalone Software 

Uniformance Asset Sentinel R53x R532.5 Supported 2022-12 Standalone Software 

Uniformance Asset Sentinel R54x R540.1 Supported 2023-08 Standalone Software 

Uniformance Asset Sentinel R54x R540.2 Supported 2024-02 Standalone Software 

Uniformance Asset Sentinel R54x R540.3 Supported 2024-07 Standalone Software 

Uniformance Executive R31x R311.1 Supported 2018-03 Standalone Software 

Uniformance Executive R32x R320.1 Supported 2018-09 Standalone Software 

Uniformance Executive R33x R330 Current   Standalone Software 

Uniformance Insight R2.3.x R2.3.0 Supported 2021-12 Standalone Software 

Uniformance Insight R2.4.x R2.4.0 Supported 2022-07 Standalone Software 

Uniformance Insight R2.5.x R2.5.0 Current 2024-09 Standalone Software 

Uniformance Insight R22x R220.1 Supported 2020-09 Standalone Software 
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Uniformance KPI R12x R121.1 Supported 2017-05 Standalone Software 

Uniformance KPI R13x R131.1 Supported 2019-11 Standalone Software 

Uniformance KPI R13x R130.1 Supported 2018-03 Standalone Software 

Uniformance KPI R14x R140.1 Current 2023-11 Standalone Software 

Uniformance PHD R41x R410.1 Supported 2021-03 Standalone Software 

Uniformance PHD R43x R430.1 Current 2023-08 Standalone Software 

UniSim Competency Suite  R471.1 Supported 2020-10 Standalone Software 

UniSim Design R510 Current 2024-11 Standalone Software 

UniSim Design R500 Supported 2023-11 Standalone Software 

UniSim Design R492 Supported 2022-11 Standalone Software 

UniSim Design R491 Supported 2022-05 Standalone Software 

UniSim Design R490 Supported 2021-11 Standalone Software 

UniSim Design R481 Supported 2021-06 Standalone Software 

UniSim Design R480.1 Supported 2020-10 Standalone Software 

UniSim Design R471.1 Supported 2020-01 Standalone Software 

UniSim Design R470.1 Supported 2019-10 Standalone Software 

UniSim Design R461.1 Supported 2019-06 Standalone Software 

UniSim Design R460.1 Supported 2018-05 Standalone Software 

Web Order Services 54x R540.1 Supported 2014-08 Standalone Software 

Terminal Manager R671 R671.1 Supported 2019-01 Standalone Software 

Terminal Manager R680 R680.1 Supported 2019-10 Standalone Software 

Terminal Manager R681 R681.1 Supported 2020-02 Standalone Software 

Terminal Manager R690 R690.1 Supported 2020-10 Standalone Software 

Terminal Manager R700 R700.1 Supported 2021-08 Standalone Software 

Terminal Manager R701 R701.1 Supported 2022-05 Standalone Software 

Terminal Manager R702 R702.1 Supported 2023-02 Standalone Software 

Terminal Manager R703 R703.1 Supported 2023-09 Standalone Software 

Terminal Manager R704 R704.1 Supported 2024-01 Standalone Software 

Terminal Manager R705 R705.1 Supported 2024-07 Standalone Software 

Terminal Manager R706 R706.1 Supported 2024-09 Standalone Software 

Terminal Manager R710 R710.1 Current 2025-04 Standalone Software 

 
Note: Software releases not listed in the table are in “Phased Out” lifecycle status. The HPS Product 
Support Guide for Control, Safety and Monitoring Systems is available for download following link 
below (Requires Login) 
 https://process.honeywell.com/us/en/support/technical-
publication?search=product%2520support%2520guide%2520for%2520control%2520safety%25
20and%2520monitoring%2520systems 

Definitions:  

“Software Package” means any HPS software product developed for the specific functional release of 
system software. 
 
“Standalone Software” means any HPS software product developed for independent operation from a 
system software functional release. 

https://process.honeywell.com/us/en/support/technical-publication?search=product%2520support%2520guide%2520for%2520control%2520safety%2520and%2520monitoring%2520systems
https://process.honeywell.com/us/en/support/technical-publication?search=product%2520support%2520guide%2520for%2520control%2520safety%2520and%2520monitoring%2520systems
https://process.honeywell.com/us/en/support/technical-publication?search=product%2520support%2520guide%2520for%2520control%2520safety%2520and%2520monitoring%2520systems
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“System Software” means machine-readable data and executable programs used to define the 
functionality of the HPS control system and standard hardware products, but does not include 
firmware, operating system, application software or other software products. 
 
“SaaS Offering” means any HPS software product which applications are hosted through the cloud 
and made available to end users over the internet. 
 


