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1. GENERAL DEFINITIONS  
1.1. Affiliate” means any entity that controls, is controlled by, or is under common 
control with, another entity. An entity is deemed to “control” another if it owns 
directly or indirectly a sufficient voting interest to elect a majority of the directors 
or managing authority or to otherwise direct the affairs or management of the 
other entity. The term Affiliate includes, among other entities, subsidiaries.  
1.2. “Agreement” means the written agreement, including these Sales Terms and 
Conditions and any addendum to them (“Addendum”) together with relevant 
Orders, made between Buyer and Honeywell for the Deliverables.  
1.3. “Buyer” means the entity issuing an Order.  
1.4. “Buyer Personal Data” means Personal Data received by Honeywell from or on 
behalf of Buyer in connection with Honeywell’s performance of its obligations 
under the Order as more particularly described in this Agreement.  
1.5. “Deliverables” means equipment and parts (collectively “Products”), services 
(“Services”) and Software, each supplied or licensed by Honeywell to Buyer under 
an Order.  
1.6. “Honeywell” means Honeywell International Inc. or, its Affiliates that accepts 
the Order.  
1.7. “Order” means a Buyer purchase order accepted by Honeywell.  
1.8. “Party” means Honeywell or Buyer and “Parties” means both.  
1.9. “Personal Data” means the definition in the EU General Data Protection 
Legislation (GDPR) (Regulation (EU) 2016/679) regardless of the applicable privacy 
laws.  
1.10. “Software” means software (in any form, including as a service) and firmware 
provided by Honeywell, and all related documentation, data files, modules, 
libraries, and elements. Software includes any updates, upgrades, error 
corrections, changes or revisions delivered by Honeywell to Buyer under the 
Agreement or a separate agreement.  
 
2. DELIVERY AND ACCEPTANCE  
2.1 Delivery terms are EX-Works (INCOTERMS 2010) Honeywell’s facility. Title to 
Products passes to Buyer when Honeywell places Products at Buyer’s disposal at 
Honeywell’s facility. Buyer grants Honeywell a security interest in Products until 
paid in full, subject to applicable law. Deliverables are deemed accepted unless 
Buyer sends written notice specifying reasonable basis for rejection within 30 days 
after delivery. Honeywell will, at its option, repair, replace, or re-perform rejected 
Deliverables.  
2.2 If a delivery hereunder is delayed due to Buyer´s actions or inaction, Honeywell 
may extend delivery time equal to the length of such delay and shall be entitled to 
receive compensation for reasonable costs incurred by Honeywell resulting from 
such delay.  
2.3 Honeywell will invoice handling costs, including for additional storage and 
logistics, if Buyer does not take delivery for within 30 days after Honeywell sends 
written notice to Buyer that the Deliverables are available for delivery.  
 
3. PAYMENT  
3.1 Buyer will pay invoices within 30 days if not agreed otherwise from the date of 
invoice to the account specified by Honeywell with immediately available funds 
through electronic transfer. Honeywell may submit invoices electronically.  
3.2 Buyer must provide the following remittance information when making a  
payment: (a) invoice number, (b) amount paid.  
Payment must be in accordance with the “Remit To” field on each invoice. If 
remittance information is missing, Honeywell will invoice service fee of $ 500 for 
each such occurrence.  
3.3 Honeywell may make partial deliveries that will be invoiced as they are 
delivered.  
3.5 If Buyer pays late, Honeywell may: (a) suspend deliveries until all delinquent  
amounts and late interest, if any, are paid, (b) repossess Products or software for 
which payment has not been made, (c) charge interest for non-payment at lesser 
of 1.5 % per month for each full or partial month or the maximum legal rate 
available under governing law, (d) recover all costs of collection, including but not 
limited to reasonable attorneys´ fees, and (e) combine any of the above rights and 
remedies as may be permitted by applicable law.  
3.6 If Buyer does not dispute an invoice within 15 days after invoice date, Buyer has 
waived the right to do so. Honeywell reserves a right to correct any inaccurate 
invoices.  
3.7 Buyer may pay by following credit cards: Visa, MasterCard or American Express. 
Honeywell accepts credit card payment only if the credit card is charged on the 
same day Honeywell invoices Buyer or before the date of the Honeywell invoice.  
3.8 Buyer may not set off invoiced amounts against sums that are due from 
Honeywell. Honeywell extends credit only if Buyer maintains acceptable credit 
standing.  

 
4. TAXES  
Honeywell invoices for taxes, duties and charges, which are Buyer’s responsibility, 
unless Buyer provides acceptable exemption verification.  
 
5. FORCE MAJEURE AND DELAY  
Except payment obligations, neither Party is liable for failure to meet its obligations 
affected by a force majeure event. If performance is so delayed longer than 90 days, 
either Party can terminate the Order with notice. If Buyer causes delay, Honeywell 
is entitled to adjust price, schedule and other affected terms.  
 
6. WARRANTIES  
6.1. Honeywell warrants Honeywell Products comply with applicable Honeywell 
specifications and are free from material defects in workmanship and material for 
12 months after date of delivery, and Services materially comply with defined 
requirements for 30 days from the date services are performed. Third party 
warranties, if any, are transferred to Buyer to the extent Honeywell has the right to 
transfer. Honeywell will, at its option, repair or replace defective Products, if 
returned to Honeywell within the warranty period, and re-perform defective 
Services if notified to Honeywell during the warranty period. Products repaired or 
replaced and Services re-performed are warranted for the remainder of the original 
warranty period or 90 days (for Products) whichever is longer.  
6.2. Honeywell is not, and will not be, liable for defects attributable to: (a) non 
compliance with Honeywell’s instructions, (b) unauthorized alterations or repairs, 
(c) accident, contamination, abuse, or negligence, or (d) damage caused by failure 
of any item or service not supplied by Honeywell.  
6.3. WARRANTIES IN THIS SECTION ARE EXCLUSIVE AND IN LIEU OF ALL OTHER 
WARRANTIES, WHETHER WRITTEN, EXPRESS, IMPLIED, STATUTORY OR 
OTHERWISE, INCLUDING WITHOUT LIMITATION, IMPLIED WARRANTIES OF 
MERCHANTABILITY, NON-INFRINGEMENT, AND FITNESS FOR PARTICULAR 
PURPOSE. THE REMEDIES IN THIS SECTION ARE BUYER’S ONLY REMEDIES FOR 
BREACH OF WARRANTY.  
 
7. LIMITATION OF LIABILITY  
IN NO EVENT WILL HONEYWELL BE LIABLE FOR ANY INCIDENTAL, CONSEQUENTIAL, 
SPECIAL, PUNITIVE, STATUTORY OR INDIRECT DAMAGES, INCLUDING WITHOUT 
LIMITATION, LOSS OF PROFITS, REVENUES OR USE, OR THE LOSS OR CORRUPTION 
OF DATA, EVEN IF INFORMED OF THE POSSIBILITY OF THESE DAMAGES. THE 
AGGREGATE LIABILITY OF HONEYWELL RELATED TO THE ORDER WILL IN NO CASE 
EXCEED THE LESSER OF THE INITIAL ORDER PRICE OR US $1,000,000. TO THE 
EXTENT PERMITTED BY APPLICABLE LAW, THESE LIMITATIONS AND EXCLUSIONS 
APPLY IF LIABILITY ARISES FROM BREACH OF CONTRACT, INDEMNITY, WARRANTY, 
TORT (INCLUDING NEGLIGENCE), OPERATION OF LAW, OR OTHERWISE.  
 
8. PATENT AND COPYRIGHT INDEMNITY  
8.1. Honeywell will defend any suit against Buyer claiming that a Deliverable 
infringes a valid United States patent or copyright existing as of the Agreement 
effective date and will indemnify Buyer for any final judgment against Buyer 
resulting from the suit provided Buyer: (a) gives Honeywell prompt notice when 
Buyer becomes aware of a third-party claim, (b) gives complete authority and 
assistance (at Honeywell expense) for disposition of the claim, and (c) makes no 
prejudicial admission about the claim.  
8.2. Honeywell has no liability, and Buyer will indemnify Honeywell for claims 
related to: (a) Deliverables supplied per Buyer designs, drawings or specifications, 
(b) Deliverables used other than for the purpose for which they were delivered, (c) 
combining a Deliverable with a product or software not supplied by Honeywell, (d) 
modification of a Deliverable by anyone other than Honeywell, (e) compromise or 
settlement made without written Honeywell consent, or (f) Buyer’s failure to install 
updates, upgrades, error corrections, changes, or revisions provided by Honeywell. 
Honeywell has no liability for Buyer’s costs or attorney fees.  
 
8.3. If an infringement claim is made or is likely, Honeywell may at its option and 
expense: (a) procure the right for Buyer to continue using the Deliverable, (b) 
modify the Deliverable to be non-infringing, or (c) accept return of the Deliverable 
(and terminate Buyer’s applicable software license) and credit Buyer the purchase 
price paid for the Deliverable, less reasonable depreciation for use, damage and 
obsolescence. Failure of Buyer to accept any of the above remedies in lieu of the 
infringing Deliverable relieves Honeywell of any liability for infringement. Failure to 
ship infringing Deliverables will not breach the Agreement.  
8.4. THIS SECTION STATES HONEYWELL’S ENTIRE LIABILITY AND BUYER’S SOLE 
RECOURSE AND EXCLUSIVE REMEDIES WITH RESPECT TO INFRINGEMENT. ALL 
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WARRANTIES AGAINST INFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS, 
WHETHER STATUTORY, EXPRESS OR IMPLIED, ARE DISCLAIMED.  
 
9. CHANGE ORDERS  
Either Party may make changes within the scope of an Order subject to acceptance 
by the other Party. Honeywell will inform Buyer if the change causes a price or 
schedule adjustment. The change will be effective and Honeywell may begin 
performance upon the Parties’ authorized signature of a change order.  
 
10. DEFAULT AND TERMINATION  
Either Party may terminate or suspend an Order for material breach of the 
Agreement if the breaching Party fails to begin a cure within 10 days after receipt 
of written notice from non-breaching Party specifying the grounds, and to continue 
diligently to cure the breach. If Buyer cancels an Order without cause, Honeywell 
may enforce any available remedies against Buyer, including seeking recovery of 
expenses incurred by Honeywell due to producing Deliverables including expenses 
and costs associated with demobilization, remobilation, contract breakage, 
restocking, product obsolecense and stranded costs. Honeywell may cancel any 
applicable pricing discounts if Buyer fails to pay timely an undisputed invoice. 
Honeywell will notify Buyer and parties will engage in a mandatory executive 
escalation meeting with authorized decision makers within 10 days from 
Honyewell´s non-payment notice.  
 
11. INVENTIONS AND INTELLECTUAL PROPERTY  
11.1. “Intellectual Property” means all copyrights, trademarks, trade secrets, 
patents, utility models and other intellectual property rights recognized in any 
jurisdiction worldwide, including all applications and registrations.  
11.2. No right, title or interest in Intellectual Property provided by Honeywell is 
transferred to Buyer under the Agreement, including Intellectual Property existing 
prior to, or created independently of, the performance of the Agreement. All 
Intellectual Property and results of Services, including software, models, designs, 
drawings, documents, inventions, and know-how (“Inventions”), conceived or 
developed by Honeywell in connection with the Agreement, are the sole property 
of Honeywell and Buyer assigns any rights it may have in such Inventions to 
Honeywell. Buyer has no right or license to Intellectual Property or Inventions 
provided by Honeywell, except as granted in the Agreement.  
Honeywell and its suppliers retain all right, title and interest to all Software, and all 
modifications and enhancements thereof, and no right, title, or interest in the 
Software, or any copies thereof, is transferred to Buyer. Buyer will hold all Software 
supplied by Honeywell in strict confidence and will use best efforts not to disclose 
Software to others. All Software delivered by Honeywell is subject to a software 
license or software subscription agreement (“License”). If Buyer does not agree to 
a License with Honeywell, Buyer does not have a license or right to Software.  
Buyer retains all rights that Buyer already holds in data and other information that 
Buyer or persons acting on Buyer´s behalf input, upload, transfer or make 
accessible in relation to, or which is collected from Buyer or third party devices or 
equipment by, the Deliverables (“Input Data”).  
11.3. Honeywell and its Affiliates have the right to retain, transfer, disclose, 
duplicate, analyse, modify and otherwise use Input Data to provide, protect, 
improve or develop Honeywell’s products or services. Honeywell and its Affiliates 
may also use Input Data for any other purpose provided it is in an anonymized form 
that does not identify Buyer. Any Buyer Personal Data contained within Input Data 
shall only be used or processed in accordance with the data privacy terms of this 
Agreement and applicable law. All information, analysis, insights, inventions and 
algorithms derived from Input Data by Honeywell and/or its Affiliates (but 
excluding Input Data itself) and any intellectual property rights related thereto, are 
owned exclusively and solely by Honeywell and are Honeywell´s confidential 
information. This section survives termination of this Agreement.  
 
12. CONFIDENTIAL INFORMATION  
12.1. “Confidential Information” is information that: (a) is marked as “Confidential” 
or “Proprietary” at the time of disclosure; or (b) is disclosed orally or visually, is 
identified by the Party disclosing the information (“Discloser”) as confidential at the 
time of disclosure, and is designated as confidential in a writing sent to the receiving 
Party (“Recipient”) within 30 days after disclosure that summarizes the Confidential 
Information sufficiently for identification, or (c) is Personal Data.  
12.2. Recipient will:  
(a)use the Confidential Information only for the performance of the Agreement 
(“Purpose”); (b) disclose Confidential Information only to its employees and any 
sub-contractors or third parties required to have Confidential Information for the 
Purpose and who are legally bound in writing to Recipient to protect the 
Confidential Information in accordance with terms and conditions no less stringent 

than those imposed under this Agreement; and (c) protect Confidential Information 
using the same degree of care, but no less than reasonable care, as Recipient uses 
to protect its own confidential information of a like nature. Recipient will reproduce 
the restrictive legends of the original on copies it makes. Recipient may disclose 
Confidential Information to a third party only if authorized in writing and under 
conditions required by Discloser. Recipient is responsible to Discloser for any 
violation of the confidentiality obligations by its employees or an authorized third 
party of the Recipient.  
Within 30 days of Discloser’s written request, Recipient will return or destroy all 
Confidential Information of Discloser, including all copies thereof, and will certify 
to such return or destruction in writing to Discloser. Unless otherwise specified, 
each Party’s obligations with respect to the Confidential Information of the other 
Party will continue for five years after the date of receipt.  
Confidential Information will not include any information that:  
(a) was in Recipient’s possession and not subject to an obligation of confidentiality 
before receipt from Discloser; (b) is or becomes legally available in the public 
domain through no fault of Recipient; (c) was rightfully received by Recipient from 
a third party who had no obligation of confidentiality, either directly or indirectly, 
to Discloser; or (d) was independently developed by Recipient without use of or 
reference to Discloser’s Confidential Information.  
If Recipient is required to disclose Confidential Information by applicable law, 
statute, regulation, or court order, Recipient will, if legally permitted,  
(x) give Discloser prompt written notice of the request and a reasonable 
opportunity to object to the disclosure and seek a protective order or appropriate 
remedy; and (y) disclose Confidential Information only to the extent required.  
12.3. The parties agree that breach of the confidentiality obligations by the 
Recipient will cause irreparable damage for which money damages will not be fully 
adequate, and Discloser is entitled to seek injunctive relief, in addition to any other 
legal remedies.  
 
13. DATA PRIVACY  
13.1 Honeywell may process Buyer Personal Data in relation to the Deliverables as 
detailed in this Agreement and including in accordance with the following scope, in 
each case as further specified in an Order as necessary:  
Categories of Data Subjects: Buyer and Buyer´s Affiliates’ customers, employees, 
contractors, end-users and service providers.  
Categories of data: name, contact information (including physical addresses, email 
address and telephone numbers), location information, facility, device or 
equipment usage data.  
Special categories of data: Buyer Personal Data processed by Honeywell shall not 
include special categories of data.  
13.2. Buyer Personal Data may be processed in relation to this Agreement. To the 
extent the laws of a jurisdiction recognize the roles of “data controller” and “data 
processor” as applied to Personal Data then, as between Buyer and Honeywell, 
Buyer acts as data controller and Honeywell acts as data processor and shall 
process Personal Data solely on behalf of and in accordance with Buyer’s 
documented instructions, the Agreement and applicable privacy laws and only to 
the extent, and for so long as necessary, to provide, protect, improve or develop 
the Deliverables and/or related services and perform rights and obligations under 
the Agreement. Both Parties shall comply with their obligations under applicable 
privacy laws including in their respective roles as controller and processor of 
Personal Data.  
13.3. Buyer authorizes Honeywell to share Personal Data with sub-processors 
(including Affiliates and service providers) located in any jurisdiction in connection 
with the Agreement, provided Honeywell uses legally enforceable transfer 
mechanisms and contractually requires sub-processors to abide by terms no less 
restrictive that those in the Agreement with regards to processing of Personal Data.  
 
13.4. Honeywell shall have no liability for any losses, costs, expenses or liabilities 
arising from or in connection with processing of Personal Data in compliance with 
the Agreement or otherwise in compliance with Buyer´s written instructions.  
13.5. Honeywell shall refer all data subject requests to exercise rights under 
applicable privacy laws to Buyer and provide reasonable assistance to enable Buyer 
to comply with such requests, enable Personal Data security, respond to complaints 
or inquiries and to conduct any privacy impact assessments, provided Buyer 
reimburse all reasonably incurred costs.  
13.6. Upon termination Honeywell shall delete or anonymize all Buyer Personal 
Data, except Honeywell may retain Buyer Personal Data if required or permitted by 
applicable law for compliance, audit or security purposes.  
13.7. If Honeywell processes Personal Data relating to data subjects in the 
European Economic Area (“EEA”), Switzerland or Philippines: (i) if Honeywell 
believes any instruction from Buyer will violate applicable privacy laws, or if 
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applicable law requires Honeywell to process Personal Data relating to data 
subjects in the EEA in a way that is not in line with Buyer´s documented instructions 
Honeywell shall notify Buyer in writing, unless the law prohibits such notification 
on important grounds of public interest; (ii) Honeywell shall upon request make 
available the identity of sub-processors and notify any intended addition or 
replacement and Buyer shall have 5 business days to object. If Buyer objects and 
the parties do not resolve within 1 month, Honeywell may terminate without 
penalty on written notice; and (iii) Honeywell shall ensure personnel processing 
Personal Data of EEA data subjects have committed to confidentiality in relation to 
such processing.  
13.8. Where transfers of Personal Data require: (i) Buyer authorizes Honeywell and 
Honeywell Affiliates to act as agent for the limited purpose of binding Buyer as 
principal, in the capacity of “data exporter”, to a Honeywell inter-group or 
Honeywell and service provider data transfer agreement comprising the Standard 
Contractual Clauses for the transfer of personal data to processors established in 
third countries adopted by the European Commission (“SCC”); and (ii) the parties 
agree that the SCCs (located at https://ec.europa.eu/info/law/law-topic/data-
protection/data-transfers-outside-eu/model-contracts-transfer-personal-data-
third-countries_en or updated more recent website) shall be deemed to have been 
signed by Buyer and Buyer´s affiliates, in the capacity of “data exporter”, and by 
Honeywell and/or Honeywell´s affiliates, in the capacity of “data importer” and the 
information required to be provided in the SCCs’ appendices shall be as described 
in this Section or separately agreed in writing.  
13.9. Security is governed by the policies as further specified in the Order. If no 
additional Security Policy is specified in the Order, Honeywell will use reasonable 
administrative, physical and technical safeguards to protect Personal Data and 
Input Data and follow industry-standard security practices. Buyer will implement 
reasonable administrative, physical and technical safeguards to protect 
Deliverables and follow industry-standard security practices. Buyer is solely 
responsible for costs incurred due to unauthorized use or access through Buyer´s 
account credentials or systems.  
13.10. To the extent Honeywell has not obtained or provided Buyer with evidence 
of formal certification under SOC2 Type 1 and Type 2 (or equivalent), Buyer may 
audit Honeywell’s compliance with this Section once per year, or more frequently 
if applicable laws require. Audits will occur following Buyer’s written request at 
least 90 days prior to the proposed start date and Buyer providing a reasonably 
detailed audit plan describing the proposed scope, start date and duration. The 
Parties will work in good faith to agree on a final audit plan. Each Party will bear 
their own costs related to the audit. The audit will be conducted during Honeywell 
regular business hours at the applicable facility, subject to the published policies of 
that facility, and may not unreasonably interfere with business activities. If a third 
party is to conduct the audit they must execute a written confidentiality agreement 
acceptable to Honeywell. If the information required for an audit is not contained 
in existing reports, Honeywell will make reasonable efforts to provide it to the 
auditor. To preserve the security of Honeywell customers and organization 
Honeywell reserves the right to not share information that could expose or 
compromise its security, privacy, employment policies or obligations to other 
customers or third parties or share Confidential Information. Records may not be 
copied or removed from Honeywell facilities. Buyer will generate and provide 
Honeywell with an audit report within 3 months of audit end, unless prohibited by 
law. Audit reports are Honeywell Confidential Information and may only be used 
for the purposes of meeting Buyer’s regulatory requirements or confirming 
Honeywell’s compliance with this Section.  
13.11. Honeywell shall evaluate and respond to any confirmed breach of security 
leading to the accidental or unlawful destruction, loss, alteration or unauthorized 
access, disclosure or use of the Deliverables and/or of Buyer Personal Data due to 
a breach of Honeywell’s obligations under this Section (each a “Security Incident”), 
and will work with Buyer (and where necessary with outside regulatory and law 
enforcement authorities) to develop response strategies and respond to and 
mitigate the adverse effects of a Security Incident. Where it is determined a 
Security Incident has occurred, Honeywell shall notify Buyer without undue delay 
and as relevant information becomes available to assist Buyer in meeting its 
potential reporting or notice obligations under applicable law. Honeywell shall 
include a description, whether and what type of Personal Data or Input Data may 
have been affected and such information as  
Honeywell may reasonably request, unless the law prohibits it. Buyer shall work 
with Honeywell in good faith to develop any related public statements or required 
notices resulting from a Security Incident. Provided Honeywell is in material 
compliance with its obligations under this Section, Honeywell’s obligations set out 
in this Section are Honeywell’s sole obligations, and Buyer’s sole and exclusive 
remedy, for Security Incidents.  

13.12. Each Party may process certain business contact details relating to 
individuals engaged by the other Party in the performance their obligations under 
this Agreement (“Staff”). Each Party will take appropriate technical and 
organizational measures to protect such Personal Data against Security Incidents 
and shall securely delete it once no longer required for the purposes for which it is 
processed. Where required under applicable privacy laws, each Party shall inform 
its own Staff that they may exercise their rights in respect of their Personal Data 
against the other Party by submitting a written request with proof of identity to 
that other Party.  
 
14. MISCELLANEOUS  
14.1. Each Party is responsible for compliance with all import, export, and re-export 
control laws and regulations and will mutually cooperate as needed.  
14.2. Honeywell may suspend Services at Buyer’s expense if Honeywell determines 
that performance of Services may compromise safety.  
14.3. Buyer will allow Honeywell to issue mutually agreeable press releases, 
technical papers, photographs and other publications relating to this Agreement 
and the general operation of the Deliverables.  
14.4. While cyber security services will be provided in professional and 
workmanlike manner, and include reasonable efforts to validate that 
recommended third party cyber security solutions will not detrimentally impact 
performance of Honeywell standard products, Honeywell makes no guaranty that 
the cyber security products (inclusive of equipment, software and services) 
provided by Honeywell (“Cyber Security Products”) will prevent a cyber-attack or 
mitigate the impact of any cyber-attack and Buyer acknowledges that Honeywell’s 
sole liability, and customer’s sole remedy, for any failure of the Cyber Security 
Products to perform as specified is replacement of defective product and/or re-
performance of defective service, provided Honeywell is notified by Buyer of the 
defects in the Cyber Security Products during the agreed upon warranty period. 
Notwithstanding any other terms agreed to between Honeywell and Buyer, Buyer 
acknowledges that all Cyber Security Products that do not carry the Honeywell 
brand (“Third Party Product”) are provided to customer subject to the Third Party 
Product supplier’s standard terms and conditions (including software license terms) 
in effect at the time such Third Party Products are delivered to Buyer and Honeywell 
has no liability whatsoever with respect to the performance or non-performance of 
such Third Party Products.  
14.5. If any provision of the Agreement is determined to be illegal, invalid, or 
unenforceable, the validity of the remaining provisions will not be affected.  
14.6. The failure of either Party to enforce at any time any provision of the 
Agreement may not be construed to be a continuing waiver of those provisions.  
14.7. The Agreement is governed by the laws of Slovak Republic, without regard to 
conflicts of law principles. Application of the Uniform Computer Information 
Transactions Act and United Nations Convention on Contracts for the International 
Sale of Goods, 1980, and any successor law to either, is specifically excluded. The 
Parties waive any right to a trial by jury for disputes and submit to the exclusive 
jurisdiction of the Slovak courts for resolution of disputes; however, Honeywell may 
seek an injunction or enforce a judgment against Buyer in any jurisdiction. Buyer 
will not bring a legal action more than two years after the cause of action arose 
unless a shorter period is provided by applicable law.  
14.8. The Agreement contains the entire agreement between the Parties and any 
pre-printed terms are excluded. Any terms on facility entry documents or other 
similar documents signed by Honeywell after the Order date are not applicable. If 
there is any conflict in terms, the order of precedence is the License, any 
Addendum, the acceptance, the Agreement (excluding the Order), and then the 
Order.  
14.9. The Agreement may not be varied except by a written change signed by 
authorized representatives of both Parties. Provisions of the Agreement that by 
their nature should continue in force beyond the completion or termination of the 
Order will remain in force. Buyer will not delegate, transfer, or assign, by operation 
of law or otherwise, the Agreement, or rights or obligations under it, without 
Honeywell’s prior written consent and any attempt to do so is void. For purposes 
of this Section, assignment includes any change in control of the Buyer or the 
merger of Buyer with any other legal entity.  
14.10 The attached addendum (if any) and all terms and conditions therein are 
incorporated by reference. 
 

* * * 


