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Disclaimer
This document contains Honeywell proprietary information.

Information contained herein is to be used solely for the purpose sub-
mitted, and no part of this document or its contents shall be reproduced,
published, or disclosed to a third party without the express permission of
Elster GmbH.

While this information is presented in good faith and believed to be ac-
curate, Elster GmbH disclaims the implied warranties of merchantability
and fitness for a purpose and makes no express warranties except as may
be stated in its written agreement with and for its customer.

In no event is Honeywell liable to anyone for any direct, special, or con-
sequential damages. The information and specifications in this document
are subject to change without notice.

Copyright © 2020
Elster GmbH, Steinern Straße 19 - 21, 55252 Mainz-Kastel, Germany.
All rights reserved.
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About these instructions
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SECTION

1
This update guide contains information for all users of the enCore Flow
Computer series. This document describes how to update the software of
enCore FC devices, the special case of bugfix software, possible re-
quirements and steps after the update.

1.1 Change history
Revision Date Description

a 06-2020 First publication

1.2 What is a software update for enCore
devices

Since the device software consists of different modules, the software up-
date works individually for each module.  1   enSuite ensures the com-
patibility of the software modules.

These software modules include the Basic System (with its SFBs), all
available AFBs as well as the approval file for devices in legal metrology,
which defines the official access rights.

1   In special cases there may be a requirement to downgrade to older software
modules. In this case, it is possible to exchange more recent versions for older
ones.



Structure of the version information for software modules
The version information for software modules is structured as follows, for
example:

Fig. 1-1: Structure of version information – example 03-39-A

l Main version (two-digit number)

The main version changes only in case of major structural changes
to the Basic System. It is the same for all software modules within a
device.

l Minor version (two-digit number)

The minor version is typically increased in new developments and
indicates that the parameter structure has changed. It may vary bet-
ween the modules.

l Revision (letter)

The revision letter changes for small changes such as bug fixes. For
AFBs, the revision is also adjusted as soon as the minor version of
the Basic System is increased.
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Considerations and first steps
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SECTION

2
2.1 Is an update relevant for me?
You can use the change history of a new software version to check whe-
ther the new functions, improvements, bug fixes and resolved security pro-
blems are relevant for your enCore device. The change history is available
for software releases on the Elster-Instromet website since 2020 as a PDF
file in the download area of the respective device type.

www.elster-instromet.com/en/software-downloads

2.2 Current software on Elster-Instromet
website

The Elster-Instromet website contains the latest software releases for the
Elster Gas device series. Download the required enCore FC version from
the download area to the service PC and unzip it.

www.elster-instromet.com/en/software-downloads

2.3 Use compatible enSuite version
In most cases, a new enSuite version is required for a device release - only
in case of a bug fix software, no new enSuite is required. The current
enSuite is available in the download area of the Elster-Instromet website.

www.elster-instromet.com/en/ensuite

Use the enSuite change history on this website to check which enSuite ver-
sion is compatible with the current device version.

If necessary, download the enSuite version and update the existing in-
stallation.

https://www.elster-instromet.com/en/software-downloads
https://www.elster-instromet.com/en/software-downloads
https://www.elster-instromet.com/en/ensuite


2.4 Current manuals available in
Docuthek

Elster Gas provides the latest user documentation such as manuals, cer-
tificates, data sheets, technical information for various device types in the
Docuthek. The documents are updated regularly.

www.docuthek.com

Use the device type as search term, e.g. e n C o r e F C 1 .

Check PDF after download

You can use SHA-1 checksum information to verify the file in-
tegrity of a PDF after download with an appropriate tool.

The nominal value of the SHA-1 checksum for a PDF can be
found in the Docuthek in the detailed information in the re-
marks section, or - if you download the PDF from the Elster-
Instromet website - in brackets next to the download link.

Which manuals are relevant for earlier device software ver-
sions?

Only the latest manuals are available in the Docuthek. If you
are using an older software version, you can look up the cor-
responding manuals for each version since 2020 in the
change history on the Elster-Instromet website:

www.elster-instromet.com/en/encore

2.5 Required access rights
The exchange of legally relevant and operational (i.e. not legally relevant)
software modules may be restricted by special access rights and may, for
example, require opening the security switch.

⇨ “Basic System with SFBs” of the FCmanual
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In the following use cases, a distinction is made between the use cases “le-
gally relevant update ” and “operational update ”as examples and listed
with the minimum required rights:

➪  2.5.1 Use case 1: legally relevant update (p. 10)

➪  2.5.2 Use case 2: operational update (p. 11)
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2.5.1 Use case 1: legally relevant update

Update legally relevant software and approval file.
OR
Update or install selected legally relevant software modules.

Primary actor(s)

service technicians with additional qualification as metrology
expert1  

OR
service technician plus metrology expert

Goals

open security switch if necessary

change software (operational, legally relevant)

change approval file

Minimum required rights

on system level:
Update non-fiscal firmware, Update fiscal firmware, Update
approval file

on parameter level:
AFBs and/or individual parameters can be under the pro-
tection of the security switch

User profiles in enSuite

Administrator profile (no adjustment required)

1  How an update of legally relevant software may be performed is determined by
the applicable legal regulations and country-specific relevant standards and may
vary from country to country.
In Germany, for example, changing legally relevant software is protected by the
security switch. Here, the security switch may only be opened if either a fiscal
verification officer or a test center manager is present. A service technician can
also be authorized as test center manager (additional qualification).
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2.5.2 Use case 2: operational update

Update operational software.
OR
Update or install selected operational software modules.

Main actor(s)

service technician

Goals

change software (operational)

open security switch if necessary1  

Minimum required rights

on system level:
Update non-fiscal firmware

on parameter level:
AFBs and/or individual parameters can be under protection of
the security switch

User profiles in enSuite

Administrator profile (no adjustment required)
OR
User profile 1..5
Parameterize minimum required rights

1  The replacement of legally relevant and/or operational (i.e. not legally relevant)
software modules may be under the protection of the security switch. These set-
tings can be found in the parameterization in branch Basis System– Users on
the Special user rights tab .
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Update device software
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SECTION

3
3.1 Steps in a nutshell
Perform all steps one after the other, if necessary:

➪  3.2 Preparations (p. 13)

3.2.1 Open security switch (p. 13)

3.2.2 Read out archives (p. 14)

3.2.3 Read out parameterization (p. 14)

3.2.4 Special case: bugfix software (p. 15)

➪  3.3 Update software modules (p. 16)

➪  3.4 Check conformity with approval (only for devices in legal me-
trology) (p. 19)

➪  3.5 Check update (p. 20)

➪  3.6 Tasks following the update (p. 21)

3.6.1 Convert original parameterization (optional) (p. 21)

3.6.2 Transfer (converted) parameterization to the device (p. 22)

3.6.3 Close security switch (p. 22)

➪  4 Excursus: Activate chargeable AFBs in the device (p. 23)

3.2 Preparations

3.2.1 Open security switch

Background
The exchange of legally relevant and operational (i.e. not legally relevant)
software modules can be under the protection of the security switch and is
therefore only possible when the security switch is open.



When opening the security switch, observe the legal requirements of the
respective country.

Procedure on the device
Open the security switch.

3.2.2 Read out archives

Background
To avoid data gaps in the archives as much as possible, readout the ar-
chives from the enCore device immediately before the update:

Procedure in enSuite
Connect enSuite to the enCore device.

In the lower area of the navigation window, select the action Readout
archives.
Save the archives under the desired name.

Further details⇨ “Configuration of Device Software” of the FCmanual.

3.2.3 Read out parameterization

Background
As soon as the version numbers of the software modules differ in the ver-
sion number (and not only in the version letter), the current pa-
rameterization - hereinafter referred to as original parameterization - is no
longer compatible after the update. In this case, readout the original pa-
rameterization from the device. It can be easily converted in enSuite and
transferred to the device after the update.

➪  3.6.1 Convert original parameterization (optional) (p. 21)
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Procedure in enSuite
Connect enSuite to the enCore device again if necessary.

In the lower area of the navigation window, select the action Readout
parameterization.
... and save the data under the desired name.

Further details⇨ “Configuration of Device Software” of the FCmanual.

3.2.4 Special case: bugfix software

Background
The special thing about a bugfix software is that typically only one AFB is
published. With this AFB only the revision letter is increased. No suitable
enSuite is published, which means that your enSuite installation does not
know the new device software. To enable the transfer of a bugfix software
to the enCore device, you have to explicitly allow this installation in
enSuite.

Allow installation of a bugfix software in enSuite
Open the menu item Extras - Options in enSuite.

Select the Allow bugfix installation checkbox.
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As soon as you confirm the setting with [OK], software modules with a
revision change can be transferred to the enCore device.

3.3 Update software modules

Activate chargeable AFBs

If you want to unlock chargeable AFBs in the device, first
transfer the resource ticket with the unlocked AFBs to the de-
vice.

➪  4 Excursus: Activate chargeable AFBs in the device (p. 23)

Prerequisites

l Data connection to the device exists.

l Required access rights are granted, if necessary the security switch
is open.

In the Navigation pane, highlight the device in either the Devices folder
or the Connections folder.

Select the action Software configuration.

The Configure software window lists in a table ( ) all software modu-
les that are currently contained in the device with version information
in the Current column .

In addition, the column Fiscal informs whether a module is legally rele-
vant.
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Fig. 3-1: Current software modules in the device ( ) – example FC1 03-35-A

To search for the current software ( ), …

… under Search in... enter the directory with the unpacked software.

Click on the button [Search software modules...].
The specified directory is searched for other software versions:

l In the Replace by... column, newer module versions are highlighted
in bold and green and preselected for an update by default.

The text do not replace is displayed if there is no newer version for
a module.

l The Additional software modules ( ) area displays modules that
are not available in the device by default.
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Fig. 3-2: Possibly newer versions in searched software – example FC1 03-39-A

In columns Replace by... and Version , define one of the actions for
eachmodule:

l update <version>. (default)
l to keep a module version in the device, select the entry do not

replace.
l to delete module version in the device, select the entry remove.

Explicitly select approval file

Note that approval files do not have a version, but are iden-
tified by their name. If a current approval with a new approval
file must be taken into account, select it explicitly.

To transfer the selected software to the device, …

… click on the button [Perform software changes].
The status of the security switch is checked:

Update of the device software Page 18 of 26

Section 3 Update device software



l The process is aborted if the security switch is closed and a change
of the software configuration is prohibited in this case.

l The login dialog appears when…

… the security switch is open.

… the security switch is closed and the action is permitted with
the security switch being closed.

If the action is allowed, …

…log in with username and password.

If authentication is successful, enSuite lists the modified modules
before transmission.

To transfer the modified software to the device, confirm this dialog.

After successful transmission, the device restarts automatically with an
empty basic parameterization (without AFBs).

If necessary, check on the device in the Info - Software status display
whether the parameterization conforms to the approval file contained
in the device.

➪  3.4 Check conformity with approval (only for devices in legal metro-
logy) (p. 19)

3.4 Check conformity with approval (only
for devices in legal metrology)

An identifying code for the approval file, such as FC1_NMI_2013, is shown
on the device in the Info - Software status display. If both, the legally re-
levant access rights of the parameterization and the versions of the le-
gally relevant software modules, are conform to the approval file, this text
is black, but in case of deviations the text is marked red.

With the hyperlink <abbreviation of the approval file> you will receive de-
tailed information about the approval.
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3.5 Check update
To ensure that the desired software modules have been transferred to the
device, compare the version numbers in enSuite (Configure software
window) with the version numbers of the device.

To view the version numbers of the software modules in the device, ...

... change to the home display at FC1 if necessary.

Open Info – Software status – <Basic System or name of legally
relevant AFBs>.
Here (among other things) the Basic System and the used AFBs are lis-
ted with their version number.

Fig. 3-3: Basic System and AFBs with version number - example
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3.6 Tasks following the update

3.6.1 Convert original parameterization (optio-
nal)

Background

If the versions of the Basic System in the device and the parameterization
no longer match after the software update, the original parameterization
is no longer compatible with the new software, but can be easily con-
verted.

Procedure in enSuite

To make the original parameterization compatible with newer software
modules, …

… open the original parameterization that you have just read out of the
device for editing.

In the parameter window, select the root of the parameter tree with the
device name.

The Configuration tab shows the parameterizable software modules,
i.e. the Basic System and all AFBs used in the parameterization with
version information.

Select the new version for the Basic System in the Version column.
enSuite searches for the versions of the AFBs that match the Basic Sys-
tem and highlights them in green.
Click on [Commit changes].
Check the parameterization of the changed modules for new para-
meters and edit the parameterization if necessary. It is also possible
that individual AFBs are marked red. In this case the parameterization
is invalid and must be reworked.

Save the device parameterization and close the parameterization win-
dow.

The converted device parameterization can now be transferred to the
device.
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3.6.2 Transfer (converted) parameterization to
the device

Optionally you can transfer a new or converted parameterization to the
device. 1  

Procedure in brief
Establish a data connection to the device with enSuite.

Select the action Transfer parameterization to device.
Authenticate yourself in the login dialog.

After successful login the transmission starts.

After successful transmission, the device restarts automatically.

3.6.3 Close security switch

Procedure on the device
Close and seal the security switch if necessary.

1  The editing and the transmission of a parameterization is described in detail in
the FC manual ⇨“Configuration of Device Software”.
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Excursus: Activate chargeable
AFBs in the device
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SECTION

4
Background
Since software version 03-38, the enCore FC device series supports ad-
ditional, chargeable AFBs. Fee-based AFBs are typically not included in
the delivery state of the device software. As soon as you have purchased a
chargeable AFB, you will receive a new resource ticket with the basic de-
vice settings for your device, in which the purchased AFBs are activated.
To unlock chargeable AFBs, first transfer only the basic device settings to
your device.

In enSuite chargeable AFBs are marked with this symbol .

Purchase chargeable AFBs from the Honeywell Sales
Team

Contact your Honeywell Sales Team to purchase a char-
geable AFB. The following information is required to create a
new Basic device settings.SDM2 for your device:

l customer/name

l AFB name, such as Noti f icat ion AFB

l year of manufacture

l serial number of the device (e.g. 7ELS962522xxxx)
l device type (e.g. enCore FC1)

l CPU serial number (4 digits)

Serial number, device type and CPU serial number can be
found in the info display of the device.

Transfer resource ticket to the device
Establish a data connection to the device with enSuite.

Call up Software configuration in the actionmenu.

In the software configuration with [...] you specify the path to the cur-
rent resource ticket.



Confirm with [Search software modules...].
In column Replace by..., the new basic device settings of the resource
ticket are detected and the text do not replace is displayed.

Select the new version of the Basic device settings.

Transfer the new basic device settings to the device with [Perform soft-
ware changes].
Follow the dialog guidance of enSuite.

After the successful transfer of the new basic device settings, the
device restarts.

(Optional) To view the list of enabled AFBs, switch to the Info display
on the device:

Fig. 4-1: Info display with enabled AFBs – example
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